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1. 5|18

ARXEFH AR B = mITEEA B FAXRIERITIHERA, UHEFSE, WERRET, B5AHHEY
BRI AR S H

1.1. ERES

Table 1. ER#EA

MN316 MN316-DBRS/MN316-DLVS

MN316-S MN316-S-DLVS

MN326 MN326-X

ML302A ML302A-DCLM/ML302A-DSLM/ML302A-GCLM/ML302A-GSLM

ML302S ML302S-DNLM

ML305A ML305A-DC/ML305A-DS/ML305A-DL

ML307A ML307A-DCLN/ML307A-DSLN/ML307A-GCLN/ML307A-GSLN/ML30
7A-DL

ML307S ML307S-DNLM

ML305U ML305U-DBLN

ML305M ML305M-DSLM

ML307R ML307R-DC/ML307R-DL

ML307G ML307G-DL
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2. ATan S #lig

AEFENBATHTEXREIEERENK,

AT L= MNTE ( Terminal Equipment, #i#i%#& ) 5(DTE ( Data Terminal Equipment, ##E%&imi%#& )
mTA ( Terminal Adaptor, #&imi&fEi2s ) 5tDCE ( Data Circuit Terminal Equipment, #iEERLIRIZE ) X%
MEERANFRE, TEESTAREATHSKIEHMS ( Mobile Station, & ) HIhEE, SMELSHITE
B, APFWUESATHSHTIEAN, EEE. BIEAR. LS., #hxls. fEEHFENET,
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2.1. AT SiEE

ATEL ML “AT” 3 “at” Frk, MEIFEHF<CR>ER; aLaHERMEEH
A “<CR><LF>response<CR><LF>" ByNaLz, AEFEE, XEPHEBE<CR><LF>, XRETWNAZE .

FREYEMIZAZIHWATH L E S E3GPP TS 27.005, 3GPP TS 27.007. ITU-TV.25terkr# fr < &
BN B E XY Ra< Ko

F'F' < *E*Eln R *’]TE?’J%TJEHI:. iE. S%ﬂln i ?J*'Eigi§3ﬁo
EMiEixE

BZERATHSHEIA “ATOON>” F “AT&O<n>” 5 Bt “0o” B@d, “<n>” E2@<5H,

o

tbandn < “ATE<n>” , iZ@<iRIE “<n>” EMWEDCERBZEEREWIINFHRIREDTE, “<n>”
AT, NRAFHZEMERREE,

SSHIEE

ZEATHSHER S “ATS<>=<m>” , Hr “<n>” RERESHERR, “<m>” REEME.
¥ RIEE

ZEATHSH STHRIER,

Table 2. ATAr < R M Rz 2K Y

e i) we M) Rz 48 3

ik < AT+<CMD>=? RESHTIRRSHIEEE
FEHS AT+<CMD>? B E S L E{E

BREMS AT+<CMD>=<p1>[,<p2[,<p3>[---1]] & ESHE

AT AT+<CMD> PUTEMIRE

He:

< SRIESHIESH, LRBANRTEERIES;
LIFESHHSHEWESH
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2.2. ATan <l BE
Table 3. AT A< M Bz 28 5Y
fja) iz BN R
ERROR AT SR EIRSEMEIR
+CME ERROR: <err>@}#&+CMS ERROR: BRATHVE®RBE (+CMEE) , HEder>&RREE
<err>z&+CIS ERROR: <err> REISIEMAEIRER
OK ATH S HITRIN
eNote:

ATeESMEERS, §S " BHEESK, AUSRIEAELSSHIIR,
FMHR R EIRIA A+ CME ERROR: <err>8#&+CMS ERROR: <err>g&+CIS ERROR: <err>%&
, LBRREFERSZAT+CMEER S,

i

10
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3. SSLIMATRE

AREFMAR T SSLIAMMIARBIAT A S <18

3.1. AT+MSSLCFG B2 ESSL Context&#

A4 ATFEESSL ContextZ#1R1E,

AT+MSSLCFG

Bk i 5z
I
itk &4 ;I\;SSLCFG: (list of support<cmd>s)

AT+MSSLCFG=? =
FHIR

+CME ERROR: <err>

58y

B ES ¥ auth”, ZEETHss| idBLE :

+MSSLCFG: "auth",0,<cert_verify>
+MSSLCFG: "auth", 1,<cert_verify>

EEGS (REMESR)
AT Bt B S5 auth" 5 <ssl_id>, 1ZEFEESss| idBLE :
+MSSLCFG="auth"[,<ssl_id>[ +MSSLCFG: "auth" <ssl_id>, <cert_verify>
,<cert_verify>]] oK
BEETESH:
OK
IR

+CME ERROR: <err>
L

BEGS (REIEBREREZESR ) P
- RELE S cert", EBUFTAss| dELE :

+MSSLCFG="cert"[,<ssl_id>[, +MSSLCFG: "cert',0,<srv_cert>, <cli_cert>,<prv_key>
<srv_cert>,<cli_cert>,<prv_k +MSSLCFG: "cert’,1,<srv_cert>,<cli_cert>,<prv_key>

ey>]] ......

11
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AT+MSSLCFG

FESH cert"S<ssl_id>, EBIEESss! idBLE :

+MSSLCFG: "cert", <ssl_id>, <srv_cert>,<cli_cert>, <prv_key>
OK

RETESH:
OK
iR
+CME ERROR: <err>
I

BB S psk”, BT Ess| iditE:

+MSSLCFG: "psk’,0, <pskid>
+MSSLCFG: "psk’, 1,<pskid>

REWS (BEPSK) o
AT BB S "psk" S <ssl_id>, 1EZEFEESS| idELE :
*MSSLCFG="psk"L<ssLid>L 551 cFG: "psk’ <ssl_id>, <pskid>
<pskid>1] oK
BETESH:
oK
iR

+CME ERROR: <err>
MIh
Bt &S #"encoding”, LB A ss| idEi & :

+MSSLCFG: "encoding",0, <input_format>
+MSSLCFG: "encoding", 1,<input_format>

REGS (REWMANBERD
%3t ) 218

AT BLE 2% "encoding"5 <ssl_id>, EEEESss! idELE :
+MSSLCFG="encoding"[,<ssl

. . +MSSLCFG: "encoding’, <ssl_id>, <input_format>
_id>[,<input_format>]]

OK

RETESH:
OK

$HIR

12
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AT+MSSLCFG

+CME ERROR: <err>

I
fii & 2 #"negotime”, 1EZBXEFHss| idELE :

+MSSLCFG: "negotime’,0, <negotiate_timeout>
+MSSLCFG: "negotime”, 1, <negotiate_timeout>

BEaS (BESSLHEBE OK

it iE] )
B & S ¥ negotime"5 <ssl_id>, LIS ESss| idfiE :
AT
+MSSLCFG="negotime"[,<ssl +MSSLCFG: "negotime’, <ssl_id>, <negotiate_timeout>
OK
_id>[,<negotiate_timeout>]]
RETESH:
OK
SHIR

+CME ERROR: <err>
Ih
ELE S "version", 1ZEUTEss| idELE :

+MSSLCFG: "version’,0, <ssl_version>
+MSSLCFG: "version", 1,<ssl_version>

BEGSY (BESSLIEER OK
)
it & S "version"5 <ssl_id>, iZEFSESs| idEL & :
AT
+MSSLCFG="version"[, <ssl_i +MSSLCFG: "version’, <ssl_id>, <ssl_version>
- oK
d>[,<ssl_version>]]
BRETESH:
OK
HIR

+CME ERROR: <err>

L
wEes (EESSUEEME
") i & % ciphersuite”, =B FFEss| idBL & :
AT +MSSLCFG: "ciphersuite",0, <cipher_suite>

+MSSLCFG="ciphersuite"[,<s +MSSLCFG: "ciphersuite", 1,<cipher_suite>
sl_id>[,<cipher_suite>]] -~

13
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AT+MSSLCFG

fii & S0 ciphersuite"5 <ssl_id>, {ZEUEESss| idBLE :

+MSSLCFG: "ciphersuite”, <ssl_id>, <cipher_suite>
OK

RETESH:
OK
iR
+CME ERROR: <err>
I

Bl & S % "session", {EEXFTHss| idELE :

+MSSLCFG: "session",0,<session_enable>
+MSSLCFG: "session’, 1, <session_enable>

BEMS (RESSLSIERE OK
INREFT /<A )
fit &S #"session" 5 <ssl_id>, 1ZEFEESss| idBLE

AT
+MSSLCFG="session"[,<ssL_i +MSSLCFG: "session", <ssl_id>, <session_enable>
d>[,<session_enable>]] oK
BETESH:
OK
EiR

+CME ERROR: <err>
Ih
L E S "ignorestamp”, 1EEVFTEss| dBLE :

+MSSLCFG: "ignorestamp”,0, <ignore_stamp>
+MSSLCFG: "ignorestamp”, 1, <ignore_stamp>

HEGS (BRESSLEE2M
IEH R EE ) oK

AT BLES#"ignorestamp"5 <ssl_id>, {ZEIEESss| idELE :
+MSSLCFG="ignorestamp"[, <

. X +MSSLCFG: "ignorestamp”, <ssl_id>, <ignore_stamp>
ssl_id>[,<ignore_stamp>1]

OK

RETESH:
OK

$HIR

14
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AT+MSSLCFG

+CME ERROR: <err>

RN
BLE S "ignoreverify", ZEUFTAss| idELE :

+MSSLCFG: "ignoreverify",0, <ignore_verify>
+MSSLCFG: "ignoreverify’, 1, <ignore_verify>

BEGSY (BESSLEER R OK

IERINESER )
BLE S ignoreverify"5 <ssl_id>, 1ZEUEESss| idALE
':I\-n SSLCFG="ignoreverify"[,< +MSSLCFG: "ignoreverify’, <ssl_id>, <ignore_verify>
ssl_id>[, <ignore_verify>1] oK
RETESH:
OK
HIR

+CME ERROR: <err>
R
BESSLEXIEMEZSENERE®RDT, 88EESSLUNEAR. IEEREH. PSK. BINEEREIE. SSLH

EBRRTE, SSLISEMRA . SSLIEEMEZEEN. FIADNKARIEREINRE. BRZMIEEREE. 252/
EHMESRE I, SIVANRERTTHEN, SHZERYHRE,
Sk
<cmd> FHFH, LR,
auth
BLEIMERK
cert
BEIEB R EP
psk
BLEPSK
encoding
BEEWMANBBRELIEN
negotime
Be & SSL 18 i it i)
version
BLESSLIEERA
ciphersuite
AL ESSLIEEMEEH
1. BEEI SSLEEMHTIERAMANFBENERERE, TUELTEER.

15
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AT+MSSLCFG

session
BLESSLL RS ThEEFTF/K i
ignorestamp

B B SSLR2 T ZREIE 13 i iE) B

ignoreverify

Bl B SSLE % 2 BAE B INE L R
<ssl_id> B SSLEREID, SuE: 0~5, 2

<cert_verify> B {EHINERFR, BKIAEO,

(0]

ZHMINE, BOAME,
1

B mEIME
2

W =] NIE

<pskid> FHFERE, WLZHHA, FBITEIFH,

<input_format> BE, WANEIBRAADER, BiAE2,

(0}

asciiF &
1

Hext& X F# &
2

BXFHH, BAME
<negotiate_timeout> ¥, SSLtAE@rATE, SEE: 10~300, BIAE300, #fi: s,
<srv_cert> T ERE, ZEECAIERBETR, FEBE64FT,
<cli_cert> FHHRE, EPIWIER AR, FEBL64FT,
<prv_key> FHEBE, BRIHRFEHER, FTBI64FT,

<ssl_version> B8, 38ESSLRRZA, ERIA{E255,

0

SSL 3.0
1

TLS 1.0
2

2. NBRIIZ#HFEEO~4,
3. 4G RIARFTHFZSH,
4. MN316/MN326/ML302S/ML307S/ML302A/ML305A/ML307A/ML305U/ML305M/ML307G/ML307R: R #F28 XFHF &,

16
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AT+MSSLCFG

TLS 1.1
3

TLS 1.2
255

e

<cipher_suite> +7x#HF /8, EEMZEEH, BOAEO,

(0]

XA NEEY
Hfth

SEMR

<session_enable> BEl, R2EFESIEMENEE, BAMET,

0
XM

R

<ignore_stamp> &, BREZEIEBAEIZE, BIAME1,

0

¥k
1

2

<ignore_verify> B2, RRZMIEPINELER, BINMEO,

0
T2 Rg

BRE
o]
Bt & pskid

AT+MSSLCFG="psk",1,"1"
OK

Eifjssl id1HIMEEH

AT+MSSLCFG="ciphersuite",1
+MSSLCFG: "ciphersuite”, 1,0x01
OK

B EsslidmMEEH

17
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AT+MSSLCFG

AT+MSSLCFG="ciphersuite",1,2D
OK

i Assl idBMN IR HBEN

AT+MSSLCFG="encoding"
+MSSLCFG: "encoding",0,2
+MSSLCFG: "encoding’, 1,2
+MSSLCFG: "encoding",2,2
+MSSLCFG: "encoding",3,2
+MSSLCFG: "encoding’,4,2

OK

eNote: MN316/MN326 iR FERRMEE/S, SSLETERLEZEZEMRE, ERFSANIEY; REENEIME
SSLi#E#,

18
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3.2. AT+MSSLCERTWR E ASSLiE$

AHLHFEASSLIES,
EiE i iz
FIh
ik dn < OK
AT+MSSLCERTWR=? Hi%
+CME ERROR: <err>
FIh
<data>MRE, WMNBIREIEEKERERBN:
HEGT SEHNEElengthi< ERTES AR )
AT oK
+MSSLCERTWR=<cert_name
>,<remain_length>, <length>[ PASHIHE.:
,<data>] OK
iR

+CME ERROR: <err>
&k
BMESSLEH, AARBEEHER, iEBFHLEFSANKE, FRENEEKE, °
SR
<cert_name> FHFERE, EHBHR, TBET6AFH,
<remain_length> B, FI&EENMBIERE.
0
FREFENKEHN0, RREAEARE—E.
Hts
FRHFSAKE, FFHEBRXEAN,

<length>

BA, SENERHIEKE, EMEBESEASK (8192F T ) #iiE, BEEXTAAEEANO, LH

BEEREAGER, REA0, THEIWKEHITKE, BEXTO, BMWMANBENKE#ITRE ( asciFfHF

BEEXHFHEAAERT: REXFEGTHANFHERKERTSEERENRS; HexFHEHANER
T: RELRGTHUNFHERESETREERENFE) -

<data> FFFHEE, EAWIERAET, LIHAPEMEN,

5. XE—IEPXHi#ITSIRIERPE MR Z BIFEERIE S X 4; AT+MSSLCFG="encoding"E& A% X FMNG, EHHHIRTE
A\nngik,

19
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AT+MSSLCERTWR

i
BLESSLIEH

AT+MSSLCERTWR="baidu.cer",0,1261

----- BEGIN CERTIFICATE-----
MIIDATCCAI2gAwIBAgILBAAAAAABFUtaw5QwDQYJKoZIhveNAQEFBQAWVZELMAKG
ATUEBhMCQkUxG TAXBgNVBAOTEEdsb2JhbFNpZ24gbnYtc2EXEDAOBgNVBASTB1Jv
b3QgQOExGzAZBgNVBAMTEkdsb2JhbFNpZ24gUm9vdCBDQTAeFw050DA5MDEXMjAW
MDBaFw0OyODAxMjgxMjAwMDBaMFcxCzAJBgNVBAYTAkJFMRkwFwYDVQQKEXBHbG9i
YWxTaWdulG52LXNhMRAwDgYDVQQLEwdSb290IENBMRswGQYDVQQDEXJHbG9iYWxXT
aWdulFJvb3QgQOEwggEIMAOGCSqGSIb3DQEBAQUAA4IBDWAwWgGgEKAoIBAQDaDuaZ
jc6j40+Kfwvxi4Mla+plH/EqsLmVEQS98GPR4mdmzxzdzxtIK+6NiY6arymAZavp

xy0Sy6sc THAHO TOKMMOVjU/43dSMUBUc7 1DuxC73/01S8pF94G3VNTCOXkNz8kHp
1Wijsok6Vjk4bwY8iGIbKk3Fp 1S4binMm/k8yuX9ifUSPJJ4ltbcdG6 TRGHRjcdG
snUOhugZitVtbNV4FpWi6cgKOOvyJBNPc1STE4UEG 7weNLWLBYy5d4ux2x8gkasJ
U26Qzns3dLIWRSEIUWMWeabxrkEmCMgZK9FGqkjWZCrXgzT/LCrBbBIDSgeF59N8
9iFo7+ryUp9/k5DPAGMBAAGjQBAMA4GA1UdDWEB/WQEAWIBBJAPBgNVHRMBAFSE
BTADAQH/MBOGA1UdDgQWBBRge2YaRQ2XyolQL30EzTSo//z9SzANBgkqhkiGOwOB
AQUFAAOCAQEA1NnPnfE92012/7LqivjTFKDK1fPxsnCwrvQmeU79rXqoRSLbICKOz
yjThTdNGCbM+w6DjY1Ub8rrvrTnhQ7k40+YviiY776BQVvnGCv04zcQLcFGUISgE
38NfINUVYRRBNMRddWQVDfOVMOyGj/8N7yy5Y0b2qvzivGn9LhJIZJrglfCm7ymP
AbEVtQwdpfspL GkkeB6zpxxxYu7KyJesF12KwvhHhm4qgxFYxIdBniYUr+ WymXUad
DKqC5JIR3XC321Y9YeRq4VzW9v493kHMBGE5jUr9 TU/Qr6cfotve CX4XSQRjbgbME
HMUfpIBvFSDJ3gylCh3WZIXi/EjJKSZp4A==

————— END CERTIFICATE-—-

OK

O Note: MNZ16IMNG26: Fzis> THUBIRMAER, DEETEATAS HEEEASIE .

20
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3.3. ATHMSSLKEYWR EA\SSL#A%H

Ay ATFEANSSLFAA,
It ie) iz
X Ih
MR EL oK
AT+MSSLKEYWR=? HiR
+CME ERROR: <err>
X Ih
<data>PNEE, WNBIELIEERKERESGREAN:
L DA
AW S(@NEElength K BEHITAA T R E)
AT e
+MSSLKEYWR=<key_name>, e
<remain_length>,<length>[, <
data>] OK
iR

+CME ERROR: <err>
&k
SASSLEAA, BLmEMARR, RARKBEAKE, FAEARLBKE, °
SR
<key_name> FFFEE, FASAZTR, FBHE64FT,
<remain_length> B, FIRBENMBIERKE.,
0
FREFENKEHN0, RREAEARE—E.

Hits
FRGFEANKE, TFEBREN,

<length>
BR, HAiaARPABERE, B1FARSEASK (819257 ) #HilE, BIEEXTAAMZREHN0, G<H
BEHEWNEIER, REA0, TXHEKERITRE, REXTO, BXWMNBIFENKEH#ITRE (ascifF
BEEXHFHEAAERT: REXFEGTHANFHERKERTSEERENRS; HexFHEHANER
T: RELRGTHUNFHERESETREERENFE) -
<data> FHEE, SEANFAPRNE, RARNBTLMAPEMER,

6. XTE—FA$AS TS IRIERHE MR Z BITFEMIFASAS F; AT+MSSLCFG="encoding"f & A X FHHMNE, FMPFRHRITE
A\nngik,

21
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AT+MSSLKEYWR

i
5 A\SSL#A$A

AT+MSSLKEYWR="test.key",0,1674

————— BEGIN RSA PRIVATE KEY-----
MIIEowIBAAKCAQEAIMdJCQIi3trZSSRAPW+L5Up53R/gFLuj2wN+DWLujkuXprLEO
E5QzNCA+jcA1YelbHDmKxv/mTalRmchL77T6Qjdx21W11PJh47/DKW18VaWjuOdr
FiHPuUZiN3NUKjacQlow2yEN3K3x/hOr7dpWkyrv6 ZHKHbuz+1V97IXtOCFMqqh6
8gTHsJct8ycKOgt 1yl/ZBq7s+gwAAIwF3entQORxVStW+ 1xSKPyIRZIZIULMuOTt
qHhf3fc10YFCmylJUIFF7Sq6A114BGIV23DCgfG TUIhDmERZrenlU+elHQiV8nMH
bqi1Uh/BjOaeYOL5xwPjyx2WrZiYyq3SEtryOQIDAQABAOIBAADI78N9+bjWripY
jwzsp+qD6eh+wEPZUS4XVMHYt3rugAj1Pc7dLUbHAbhT+FSZ00ynx9E529uBfyyk
um9DIEKXGSON3WeTqZRBDCoCOmU4tVVoHErfaQL8I6GGNHwzF/VXCv4XQDUeyneik
Zn8cZ0a/xr3ICtwN+SDmITKM/KIWZ3x5wWO047vFbaDK8OHPRfwlL4CdCxjBHIQ/eE
p2+g3GWe43XWPfhLe7h+/sl5xHaoL bl9wslzxK2DwBXiKsaqikEbTkc5q TFjtbAB
C2hbDmHEyGewpT2d TfZKwtQGvgF8jaDgmOc 1z8PB8mM2Y5fUwUw89bUSWbEE6TWUq
bFkGIxUCgYEAwS9fg/jc75w644TwUnmLTR72z3KZI1qgxiYaO 1KdOwc60nzPHnwi
8Ecyld4dz73Q5HUl10G/5Pz/Orpr97wRN/CP/TdONbTIs7hjn3C39z49m6jfO5KH
XxZaQx/CT6ZuQal8j1Qp/wbWS8AxxEE4sFsv5110q/doBMWYyKpg2aakb0CgYEAt1Tu
WKitgMCqOlst/gc67svMZjb4Q3LollaQFgOCVLVPou2iZul YrRUKOOPt5KCp4T2K
rh6MjfeyAXOpw4NxUQXNMOJZmTWthCFc/XvFKC/dexT8icg7tCBUHMRTU3AZ2qt
OoRgmoZnZ6c7poPEUSWhHOKNbNQdSstiK/NvcChV8UCgYEAt8FHYZrNvdUS9TbreUKt
Jv7gzw2DBP0eJmgQQt T4rUi+ajbUWsMaJkyJubDKX747FSI0dL2BjOFuGcWODNQv
SL+0+016bBV0J50WIBaxmDmUsodmWTsYT5zNzN+En3QhGsfktJp2UhuUOPXfOWGC
6TRyj590/2bujswotRhpTe0CgYBASMFRhLOjzj8plrlO+AQ2TtFVRRPv3BaqnLcX
870lfflocLFRtaqCabYrLFPi37QCVKRoKcwa3xLnTKfE2xwbT/Bn41dPOh5PbPfb
ihoptXevqrgRIVz8z5Xq/qybL.nByqul26pYdEbZ++0zcOTnqUIVJVumMBcrHWANF
iXYS+QKBgAVP/tJo5INN39snrFZltr/ihbdMYBKZ7LdJfYMdUggVdpteOAbtNwyV
5hiy8dAON5VStwqPBUIOpRNH+LJWUKILAsYc+z3Apjebn/9egpPG82J2iwLCxjUg
MgrkGgKYoZljkmH4MKKdBI4OBGFij3aazJsYe9HJKHoLcMON3Q46

----- END RSA PRIVATE KEY-—-

OK

O Note: MN316IMNG26: Rzi> FHUBIRMAES, DEEATAS HEEHASIE.
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3.4, AT+MSSLCERTRD ixXEXSSLIiEH

A< AFiIZEISSLIEH,
AT+MSSLCERTRD
Bk i iz
RN
BEGY
+MSSLCERTRD: <length>, <data>
AT OK
+MSSLCERTRD=<cert_na -
Hi=
me>

+CME ERROR: <err>
< HIA
ERREMTELEEREHSR, TNERNIEENE, ERERES X HENSREREURBERS., |
SHHIE
<cert_name> FfF R B, IEHATR, H64F T,
<length> B8, HENHZENAIEBBIRKE,
<data> FHFHEE, ZEHAIEBEAR,
R
EEISSLIEH

AT+MSSLCERTRD="baidu.cer"

+MSSLCERTRD: 1261,----BEGIN CERTIFICATE---
MIIDATCCAI2gAwIBAgILBAAAAAABFUtaw5QwDQYJKoZIhveNAQEFBQAWVZELMAKG
ATUEBhMCQkUxG TAXBgNVBAOTEEdsb2JhbFNpZ24gbnYtc2EXEDAOBgNVBASTB1Jv
b3QgQOExGzAZBgNVBAMTEkdsb2JhbFNpZ24gUm9vdCBDQTAeFw050DA5MDEXMjAW
MDBaFw0yODAxMjgxMjAwMDBaMFcxCzAJBgNVBAYTAkJFMRkwFwYDVQQKEXBHbG9i
YWxTaWdulG52LXNhMRAwDgYDVQQLEwdSb290IENBMRswGQYDVQQDEXJHbG9iYWxXT
aWdulFJvb3QgQOEwggEIMAOGCSqGSIb3DQEBAQUAA4IBDWAWgGgEKAoIBAQDaDuaZ
jc6j40+KfvvxidMla+plH/EqsLmVEQS98GPR4mdmzxzdzxtIK+6NiY6arymAZavp

xy0Sy6sc THAHO TOKMMOVjU/43dSMUBUc7 1DuxC73/01S8pF94G3VNTCOXkNz8kHp
1Wijsok6Vjk4bwY8iGIbKk3Fp1S4binMm/k8yuX9ifUSPJJ4ltbcdG6 TRGHRjcdG
snUOhugZitVtbNV4FpWi6cgKOOvyJBNPc1STE4UE6G 7weNLWLBYy5d4ux2x8gkasJ
U26Qzns3dLIWRSEIUWMWeabxrkEmCMgZK9FGqkjWZCrXgzT/LCrBbBIDSgeF59N8
9iFo7+ryUp9/k5DPAgGMBAAGjQBAMA4GA 1UdDWEB/WQEAWIBBJAPBgNVHRMBAFSE
BTADAQH/MBOGA1UdDgQWBBRge2YaRQ2XyolQL30EzTSo//z9SzANBgkqhkiGOwOB
AQUFAAOCAQEA1NPnfE92012/7LqivjTFKDK1fPxsnCwrvQmeU79rXqoRSLbICKOz
yjThTdNGCbM+w6DjY1Ub8rrvrTnhQ7k40+YviiY776BQVvnGCv04zcQLcFGUISgE
38NfINUVYRRBNMRddWQVDfOVMOyGj/8N7yy5Y0b2qvzivGn9LhJIZJrglfCm7ymP
AbEVtQwdpfspL GkkeB6zpxxxYu7KyJesF12KwvhHhm4qgxFYxIdBniYUr+ WymXUad
DKqC5JIR3XC321Y9YeRq4VzW9v493kHMBG5jUr9 TU/Qrécfotve CX4XSQRjbgbME
HMUfpIBVFSDJ3gylCh3WZIXi/EjJKSZp4A==

OK

7. BPWRAALERIZ A I
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3.5. AT+MSSLLIST 5| EFEMB R BAEZTR

S ATIRHEADREFMELSERER

AT+MSSLLIST

I
[+MSSLLIST: <cert_name>,<len>
BEGS [+MSSLLIST: <cert_name>,<len>
[ JI]
AT+MSSLLIST=<ca_type> oK
AR

+CME ERROR: <err>

RIFREMIER XN HRAX G REFRIFERRBFARR, XHREDHFEIERSER L4 —RT
FEPHFABRURXAHIBRERE, HAFETMERHERNERZEREOK,

<ca_type> BE, EEEHMIEERE,

1

RFIEH
2

Fh$H
3

PSK

<cert_name> FHHER, EHEIR, FBITOAFH

<len> BA | EHKE,

ENFHEIARIES

AT+MSSLLIST=1
+MSSLLIST: "baidu.cer’, 1261
+MSSLLIST: "test.cer’, 1824
OK

EifFERIFALH

AT+MSSLLIST=2
+MSSLLIST: "test.key", 1674
OK

EifFERIPSK ( NFEPSKC )
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AT+MSSLLIST

AT+MSSLLIST=3
OK
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3.6. AT+MSSLRM IR SSLIEH

A& AT MR R A R FEFI SSLIE B E A,

AT+MSSLRM

X Ih
BEGS oK
AT+MSSLRM=<cert_name> HiR

+CME ERROR: <err>

Zen SR MBRAENAE B ER, IBETERERRER THITHBRRIE, TNARESBERELY,

<cert_name> FFHREY, IEBHZHETR, FEI64FT,

T BR SSLIEH

AT+MSSLRM="baidu.cer"
oK
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3.7. AT+HMSSLPSK B &PSKHi i = %

A< ATFEEEPSKIMEZZ AR,

AT+MSSLPSK

RZh
wEGY
oK
AT
iR

+MSSLPSK=<pskid>, <psk>
+CME ERROR: <err>

B Eie—&PSKid®R, BEENPSKSIRIEITAT+MSSLLISTRSEE; @ITAT+MSSLCFGHE £ 15PSK
5SSL IDi#fT4E, HEENBHGER,

<pskid> FFFERE, MAZRFd, FBEF64FT,

<psk> FIFHRE, MEZER, BIEARZEANEK (8192FT ) HiE,

BLEPSKFtt= %A

AT+MSSLPSK="123","2345"
oK

e Note: ML302S/ML307S/ML302A/ML305A/ML307A/ML305U/ML305M/ML307G/ML307TRE A X HFiZ <o
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3.8. AT+MSSLCHECK #:3&iE H sk A IE i t4
ARG BT RBIEBHES.

AT+MSSLCHECK

FTh

Wit &4 +MSSLCHECK:, (list of support<verify_alg>s)
OK
AT+MSSLCHECK=? =
HiR

+CME ERROR: <err>

RN
BEGY
+MSSLCHECK: <check_code>
AT OK
+MSSLCHECK=<cert_name> =
iR

[,<verify_alg>1]
+CME ERROR: <err>

BYREREZREMIERIERAERFHESREAMZTE L, BOX MK, P& RIHH EiE
HYEAEME,

<cert_name> FF R, IEHEZR, FPZMRTELZ=ZAid,
<verify_alg> B8, K FAMZE®, BIAEO, ©

0
MD5
1
SHA
2
SHA256
3
CRC

<check_code> FFFHE, EHRZFAIT MG,

RIEE P imE

8. MN316/MN326/ML302S/ML307S/ML302A/ML305A/ML307A/ML307G/ML305U/ML305M/ML307R: R X #F MD5 13,

28



HFS BRI A BR 2 5

AT+MSSLCHECK

AT+MSSLCHECK="test.key"
+MSSLCHECK: 9e5e120bc7827646a0c4b007ec3e1453
OK
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3.9. AT+MSSLCIPHER & ZBEH
AR RTEREALHWFEEBER,

AT+MSSLCIPHER

FIh

k&S +MSSLCIPHER: (list of support<cipalglD>s)
OK
AT+MSSLCIPHER=? -
HIR

+CME ERROR: <err>

<cipalgiD> B2, ZRREGHZFTIFR, OXO~OxFFFF, #FIFIMHR,

Wit <, ERRAZHNTHNES

AT+MSSLCIPHER=?
+MSSLCIPHER: (0x01,0x16,0x3D)
OK

O \ote: ML302SML30TSE R S A S
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4, =B

AEEFERNASSLaSHEBXR I ZHRHHERRE,

4.1. =H

K%i%u SSLEEE |35~__LTCP SSLi&E ?ﬁ*ﬁ%ﬁﬁ?mﬂfuu.ﬁio

B MIMIESSLERZE L

AT+MSSLCFG="auth",0,0 /&t &ss!idOIMEF AT SBIIE

OK

AT+MIPCFG="ssl",0,1,0 /EL& TCPIBEOZEESE sl id0FFIASSL A X E L EH

OK

AT+MIPOPEN=0,"TCP","www.iottest.work",443,,0 /3L Bir&E I Awww.iottest. work B ZE#E
OK

+MIPOPEN: 0,0

AR 55 2R IMESSLIZE#E 3L

AT+MSSLCFG="auth",1,1 /B.&sslid 1IAMEF A HEIAIE

OK

AT+MSSLCERTWR="test.cer”,0,854 /S NRIEH

S(ENRIES)

OK

AT+MSSLCFG="cert",1,"test.cer" //EL&ss!id1HIRIEH Htest.cer

OK

AT+MIPCFG="ssl",1,1,1 /BLETCPEIE 1iERESSEssl id1FFIASSLERE TR
OK

AT+MIPOPEN=1,"TCP","www.iottest.work",443,,0 /&L BrZEZ A www.iottest. workB E#
OK

+MIPOPEN: 1,0

AR 552540 % P X IAME SSLE #e3& 31

AT+MSSLCFG="auth",2,2 /Bt &sslid2?\EF AW EIAIE
OK
AT+MSSLCERTWR="test.cer”,0,854 //ENRIEH
SENRIES)
OK
AT+MSSLCERTWR="test.clientcer”,0,854 /EAEFIHiEH
S(BANEFIRIES)
OK

AT+MSSLKEYWR="test.key”,0,886 /5\&EFinZA
>S(BANEPIHE)
OK
AT+MSSLCFG="cert",2,"test.cer","test.clientcer","test.key"
/B Essl id2BIRIER . BRWIEBSEFHEH.
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OK

AT+MIPCFG="ssl",2,1,2 //BLE TCPEIE 2ERESEssl id2FF ASSL R E TR

OK

AT+MIPOPEN=2,"TCP","www.iottest.work",443,,0 /&I B#riEEEHE A www.iottest. work B % 55
OK

+MIPOPEN: 2,0

32
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5. Mi=x

AEEFERNASSLaSHEBXR I ZHRHHERRE,

51. BWEHEX

ATHRTXFNMBEGHEEIIR, RESIERIZHERHUATHMSSLCIPHER={ECERHER A,

<cipalglD> MEZEEHEE

0x01 TLS_RSA_WITH_NULL_MD5

0x02 TLS_RSA_WITH_NULL_SHA

0x04 TLS_RSA_WITH_RC4_128_MD5

0x05 TLS_RSA_WITH_RC4_128_SHA

0x09 TLS_RSA_WITH_DES_CBC_SHA

Ox0A TLS_RSA_WITH_3DES_EDE_CBC_SHA

0x15 TLS_DHE_RSA_WITH_DES_CBC_SHA

0x16 TLS_DHE_RSA_WITH_3DES_EDE_CBC_SHA
0x2C TLS_PSK_WITH_NULL_SHA

0x2D TLS_DHE_PSK_WITH_NULL_SHA

Ox2E TLS_RSA_PSK_WITH_NULL_SHA

Ox2F TLS_RSA_WITH_AES_128_CBC_SHA

0x33 TLS_DHE_RSA_WITH_AES_128_CBC_SHA
0x35 TLS_RSA_WITH_AES_256_CBC_SHA

0x39 TLS_DHE_RSA_WITH_AES_256_CBC_SHA
0x3B TLS_RSA_WITH_NULL_SHA256

0x3C TLS_RSA_WITH_AES_128_CBC_SHA256
0x3D TLS_RSA_WITH_AES_256_CBC_SHA256
0x41 TLS_RSA_WITH_CAMELLIA_128_CBC_SHA
0x45 TLS_DHE_RSA_WITH_CAMELLIA_128_CBC_SHA
0x67 TLS_DHE_RSA_WITH_AES_128_CBC_SHA256

0x6B TLS_DHE_RSA_WITH_AES_256_CBC_SHA256
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<cipalglD> mEEGHEE

0x84
0x88
Ox8A
0x8B
0x8C
0x8D
Ox8E
Ox8F
0x90
0x91

0x92
0x93
0x94
0x95
0x9C
0x9D
Ox9E
Ox9F
OxA8
OxA9
OxAA
OxAB
OxAC
OxAD
OxAE
OxAF
0xBO
0xB1

0xB2

34

TLS_RSA_WITH_CAMELLIA_256_CBC_SHA
TLS_DHE_RSA_WITH_CAMELLIA_256_CBC_SHA
TLS_PSK_WITH_RC4_128_SHA
TLS_PSK_WITH_3DES_EDE_CBC_SHA
TLS_PSK_WITH_AES_128_CBC_SHA
TLS_PSK_WITH_AES_256_CBC_SHA
TLS_DHE_PSK_WITH_RC4_128_SHA
TLS_DHE_PSK_WITH_3DES_EDE_CBC_SHA
TLS_DHE_PSK_WITH_AES_128_CBC_SHA
TLS_DHE_PSK_WITH_AES_256_CBC_SHA
TLS_RSA_PSK_WITH_RC4_128_SHA
TLS_RSA_PSK_WITH_3DES_EDE_CBC_SHA
TLS_RSA_PSK_WITH_AES_128_CBC_SHA
TLS_RSA_PSK_WITH_AES_256_CBC_SHA
TLS_RSA_WITH_AES_128_GCM_SHA256
TLS_RSA_WITH_AES_256_GCM_SHA384
TLS_DHE_RSA_WITH_AES_128_GCM_SHA256
TLS_DHE_RSA_WITH_AES_256_GCM_SHA384
TLS_PSK_WITH_AES_128_GCM_SHA256
TLS_PSK_WITH_AES_256_GCM_SHA384
TLS_DHE_PSK_WITH_AES_128_GCM_SHA256
TLS_DHE_PSK_WITH_AES_256_GCM_SHA384
TLS_RSA_PSK_WITH_AES_128_GCM_SHA256
TLS_RSA_PSK_WITH_AES_256_GCM_SHA384
TLS_PSK_WITH_AES_128_CBC_SHA256
TLS_PSK_WITH_AES_256_CBC_SHA384
TLS_PSK_WITH_NULL_SHA256
TLS_PSK_WITH_NULL_SHA384

TLS_DHE_PSK_WITH_AES_128_CBC_SHA256
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<cipalglD> mEEGHEE

0xB3
0xB4
0xB5
0xB6
0xB7
0xB8
0xB9
OxBA
OxBE
0xCO0
0xC4
0xC001
0xC002
0xC003
0xC004
0xC005
0xC006
0xCO007
0xC008
0xC009
0xCO0A
0xCO00B
0xCo0C
0xC00D
0xCOOE
0xCOOF
0xC010
0xCO011

0xC012

35

TLS_DHE_PSK_WITH_AES_256_CBC_SHA384
TLS_DHE_PSK_WITH_NULL_SHA256
TLS_DHE_PSK_WITH_NULL_SHA384
TLS_RSA_PSK_WITH_AES_128_CBC_SHA256
TLS_RSA_PSK_WITH_AES_256_CBC_SHA384
TLS_RSA_PSK_WITH_NULL_SHA256
TLS_RSA_PSK_WITH_NULL_SHA384
TLS_RSA_WITH_CAMELLIA_128_CBC_SHA256
TLS_DHE_RSA_WITH_CAMELLIA_128_CBC_SHA256
TLS_RSA_WITH_CAMELLIA_256_CBC_SHA256
TLS_DHE_RSA_WITH_CAMELLIA_256_CBC_SHA256
TLS_ECDH_ECDSA_WITH_NULL_SHA
TLS_ECDH_ECDSA_WITH_RC4_128_SHA
TLS_ECDH_ECDSA_WITH_3DES_EDE_CBC_SHA
TLS_ECDH_ECDSA_WITH_AES_128_CBC_SHA
TLS_ECDH_ECDSA_WITH_AES_256_CBC_SHA
TLS_ECDHE_ECDSA_WITH_NULL_SHA
TLS_ECDHE_ECDSA_WITH_RC4_128_SHA
TLS_ECDHE_ECDSA_WITH_3DES_EDE_CBC_SHA
TLS_ECDHE_ECDSA_WITH_AES_128_CBC_SHA
TLS_ECDHE_ECDSA_WITH_AES_256_CBC_SHA
TLS_ECDH_RSA_WITH_NULL_SHA
TLS_ECDH_RSA_WITH_RC4_128_SHA
TLS_ECDH_RSA_WITH_3DES_EDE_CBC_SHA
TLS_ECDH_RSA_WITH_AES_128_CBC_SHA
TLS_ECDH_RSA_WITH_AES_256_CBC_SHA
TLS_ECDHE_RSA_WITH_NULL_SHA
TLS_ECDHE_RSA_WITH_RC4_128_SHA

TLS_ECDHE_RSA_WITH_3DES_EDE_CBC_SHA
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<cipalglD> mEEGHEE

0xC013
0xC014
0xC023
0xC024
0xC025
0xC026
0xC027
0xC028
0xC029
0xCO2A
0xC02B
0xC02C
0xC02D
0xCO2E
0xCO2F
0xC030
0xC031

0xC032
0xC033
0xC034
0xC035
0xC036
0xC037
0xC038
0xC039
0xCO3A
0xC03B
0xC03C

0xC03D

36

TLS_ECDHE_RSA_WITH_AES_128_CBC_SHA
TLS_ECDHE_RSA_WITH_AES_256_CBC_SHA
TLS_ECDHE_ECDSA_WITH_AES_128_CBC_SHA256
TLS_ECDHE_ECDSA_WITH_AES_256_CBC_SHA384
TLS_ECDH_ECDSA_WITH_AES_128_CBC_SHA256
TLS_ECDH_ECDSA_WITH_AES_256_CBC_SHA384
TLS_ECDHE_RSA_WITH_AES_128_CBC_SHA256
TLS_ECDHE_RSA_WITH_AES_256_CBC_SHA384
TLS_ECDH_RSA_WITH_AES_128_CBC_SHA256
TLS_ECDH_RSA_WITH_AES_256_CBC_SHA384
TLS_ECDHE_ECDSA_WITH_AES_128_GCM_SHA256
TLS_ECDHE_ECDSA_WITH_AES_256_GCM_SHA384
TLS_ECDH_ECDSA_WITH_AES_128_GCM_SHA256
TLS_ECDH_ECDSA_WITH_AES_256_GCM_SHA384
TLS_ECDHE_RSA_WITH_AES_128_GCM_SHA256
TLS_ECDHE_RSA_WITH_AES_256_GCM_SHA384
TLS_ECDH_RSA_WITH_AES_128_GCM_SHA256
TLS_ECDH_RSA_WITH_AES_256_GCM_SHA384
TLS_ECDHE_PSK_WITH_RC4_128_SHA
TLS_ECDHE_PSK_WITH_3DES_EDE_CBC_SHA
TLS_ECDHE_PSK_WITH_AES_128_CBC_SHA
TLS_ECDHE_PSK_WITH_AES_256_CBC_SHA
TLS_ECDHE_PSK_WITH_AES_128_CBC_SHA256
TLS_ECDHE_PSK_WITH_AES_256_CBC_SHA384
TLS_ECDHE_PSK_WITH_NULL_SHA
TLS_ECDHE_PSK_WITH_NULL_SHA256
TLS_ECDHE_PSK_WITH_NULL_SHA384
TLS_RSA_WITH_ARIA_128_CBC_SHA256

TLS_RSA_WITH_ARIA_256_CBC_SHA384
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<cipalglD> mEEGHEE

0xC044
0xC045
0xC048
0xC049
0xCO4A
0xC04B
0xC04C
0xC04D
0xCO4E
0xCO4F
0xC050
0xC051

0xC052
0xC053
0xC05C
0xC05D
0xCO5E
0xCO5F
0xC060
0xC061

0xC062
0xC063
0xC064
0xC065
0xC066
0xC067
0xC068
0xC069

0xCO6A

37

TLS_DHE_RSA_WITH_ARIA_128_CBC_SHA256
TLS_DHE_RSA_WITH_ARIA_256_CBC_SHA384
TLS_ECDHE_ECDSA_WITH_ARIA_128_CBC_SHA256
TLS_ECDHE_ECDSA_WITH_ARIA_256_CBC_SHA384
TLS_ECDH_ECDSA_WITH_ARIA_128_CBC_SHA256
TLS_ECDH_ECDSA_WITH_ARIA_256_CBC_SHA384
TLS_ECDHE_RSA_WITH_ARIA_128_CBC_SHA256
TLS_ECDHE_RSA_WITH_ARIA_256_CBC_SHA384
TLS_ECDH_RSA_WITH_ARIA_128_CBC_SHA256
TLS_ECDH_RSA_WITH_ARIA_256_CBC_SHA384
TLS_RSA_WITH_ARIA_128_GCM_SHA256
TLS_RSA_WITH_ARIA_256_GCM_SHA384
TLS_DHE_RSA_WITH_ARIA_128_GCM_SHA256
TLS_DHE_RSA_WITH_ARIA_256_GCM_SHA384
TLS_ECDHE_ECDSA_WITH_ARIA_128_GCM_SHA256
TLS_ECDHE_ECDSA_WITH_ARIA_256_GCM_SHA384
TLS_ECDH_ECDSA_WITH_ARIA_128_GCM_SHA256
TLS_ECDH_ECDSA_WITH_ARIA_256_GCM_SHA384
TLS_ECDHE_RSA_WITH_ARIA_128_GCM_SHA256
TLS_ECDHE_RSA_WITH_ARIA_256_GCM_SHA384
TLS_ECDH_RSA_WITH_ARIA_128_GCM_SHA256
TLS_ECDH_RSA_WITH_ARIA_256_GCM_SHA384
TLS_PSK_WITH_ARIA_128_CBC_SHA256
TLS_PSK_WITH_ARIA_256_CBC_SHA384
TLS_DHE_PSK_WITH_ARIA_128_CBC_SHA256
TLS_DHE_PSK_WITH_ARIA_256_CBC_SHA384
TLS_RSA_PSK_WITH_ARIA_128_CBC_SHA256
TLS_RSA_PSK_WITH_ARIA_256_CBC_SHA384

TLS_PSK_WITH_ARIA_128_GCM_SHA256
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<cipalglD> mEEGHEE

0xCO06B
0xC06C
0xC06D
OxCO6E
OxCO6F
0xCO070
0xCO071

0xCO072
0xCO073
0xCO074
0xCO075
0xCO076
0xCO77
0xC078
0xC079
O0xCO7A
0xCO7B
0xC07C
0xCO7D
0xC086
0xC087
0xC088
0xC089
0xCO8A
0xCO08B
0xC08C
0xC08D
OxCO8E

0xCO8F

38

TLS_PSK_WITH_ARIA_256_GCM_SHA384
TLS_DHE_PSK_WITH_ARIA_128_GCM_SHA256
TLS_DHE_PSK_WITH_ARIA_256_GCM_SHA384
TLS_RSA_PSK_WITH_ARIA_128_GCM_SHA256
TLS_RSA_PSK_WITH_ARIA_256_GCM_SHA384
TLS_ECDHE_PSK_WITH_ARIA_128_CBC_SHA256
TLS_ECDHE_PSK_WITH_ARIA_256_CBC_SHA384
TLS_ECDHE_ECDSA_WITH_CAMELLIA_128_CBC_SHA256
TLS_ECDHE_ECDSA_WITH_CAMELLIA_256_CBC_SHA384
TLS_ECDH_ECDSA_WITH_CAMELLIA_128_CBC_SHA256
TLS_ECDH_ECDSA_WITH_CAMELLIA_256_CBC_SHA384
TLS_ECDHE_RSA_WITH_CAMELLIA_128_CBC_SHA256
TLS_ECDHE_RSA_WITH_CAMELLIA_256_CBC_SHA384
TLS_ECDH_RSA_WITH_CAMELLIA_128_CBC_SHA256
TLS_ECDH_RSA_WITH_CAMELLIA_256_CBC_SHA384
TLS_RSA_WITH_CAMELLIA_128_GCM_SHA256
TLS_RSA_WITH_CAMELLIA_256_GCM_SHA384
TLS_DHE_RSA_WITH_CAMELLIA_128_GCM_SHA256
TLS_DHE_RSA_WITH_CAMELLIA_256_GCM_SHA384
TLS_ECDHE_ECDSA_WITH_CAMELLIA_128_GCM_SHA256
TLS_ECDHE_ECDSA_WITH_CAMELLIA_256_GCM_SHA384
TLS_ECDH_ECDSA_WITH_CAMELLIA_128_GCM_SHA256
TLS_ECDH_ECDSA_WITH_CAMELLIA_256_GCM_SHA384
TLS_ECDHE_RSA_WITH_CAMELLIA_128_GCM_SHA256
TLS_ECDHE_RSA_WITH_CAMELLIA_256_GCM_SHA384
TLS_ECDH_RSA_WITH_CAMELLIA_128_GCM_SHA256
TLS_ECDH_RSA_WITH_CAMELLIA_256_GCM_SHA384
TLS_PSK_WITH_CAMELLIA_128_GCM_SHA256

TLS_PSK_WITH_CAMELLIA_256_GCM_SHA384
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<cipalglD> mEEGHEE

0xC090
0xC091

0xC092
0xC093
0xC094
0xC095
0xC096
0xC097
0xC098
0xC099
0xCO09A
0xC09B
0xC09C
0xC09D
0xCO9E
OxCO9F
0xCOAO
OxCOA1
0xCOA2
0xCOA3
0xCOA4
0xCOAb5
0xCOA6
O0xCOA7
OxCOA8
0xCOA9
OxCOAA
OxCOAB

0xCOAC
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TLS_DHE_PSK_WITH_CAMELLIA_128_GCM_SHA256
TLS_DHE_PSK_WITH_CAMELLIA_256_GCM_SHA384
TLS_RSA_PSK_WITH_CAMELLIA_128_GCM_SHA256
TLS_RSA_PSK_WITH_CAMELLIA_256_GCM_SHA384
TLS_PSK_WITH_CAMELLIA_128_CBC_SHA256
TLS_PSK_WITH_CAMELLIA_256_CBC_SHA384
TLS_DHE_PSK_WITH_CAMELLIA_128_CBC_SHA256
TLS_DHE_PSK_WITH_CAMELLIA_256_CBC_SHA384
TLS_RSA_PSK_WITH_CAMELLIA_128_CBC_SHA256
TLS_RSA_PSK_WITH_CAMELLIA_256_CBC_SHA384
TLS_ECDHE_PSK_WITH_CAMELLIA_128_CBC_SHA256
TLS_ECDHE_PSK_WITH_CAMELLIA_256_CBC_SHA384
TLS_RSA_WITH_AES_128_CCM
TLS_RSA_WITH_AES_256_CCM
TLS_DHE_RSA_WITH_AES_128_CCM
TLS_DHE_RSA_WITH_AES_256_CCM
TLS_RSA_WITH_AES_128_CCM_8
TLS_RSA_WITH_AES_256_CCM_8
TLS_DHE_RSA_WITH_AES_128_CCM_8
TLS_DHE_RSA_WITH_AES_256_CCM_8
TLS_PSK_WITH_AES_128_CCM
TLS_PSK_WITH_AES_256_CCM
TLS_DHE_PSK_WITH_AES_128_CCM
TLS_DHE_PSK_WITH_AES_256_CCM
TLS_PSK_WITH_AES_128_CCM_8
TLS_PSK_WITH_AES_256_CCM_8
TLS_DHE_PSK_WITH_AES_128_CCM_8
TLS_DHE_PSK_WITH_AES_256_CCM_8

TLS_ECDHE_ECDSA_WITH_AES_128_CCM
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<cipalglD> mEEGHEE

0xCOAD
OxCOAE

OxCOAF

OxCOFF

0xCCAS8
0xCCA9
OxCCAA
0xCCAB
0xCCAC
0xCCAD

O0xCCAE

TLS_ECDHE_ECDSA_WITH_AES_256_CCM
TLS_ECDHE_ECDSA_WITH_AES_128_CCM_8
TLS_ECDHE_ECDSA_WITH_AES_256_CCM_8
TLS_ECJPAKE_WITH_AES_128_CCM_8
TLS_ECDHE_RSA_WITH_CHACHA20_POLY1305_SHA256
TLS_ECDHE_ECDSA_WITH_CHACHA20_POLY1305_SHA256
TLS_DHE_RSA_WITH_CHACHA20_POLY1305_SHA256
TLS_PSK_WITH_CHACHA20_POLY1305_SHA256
TLS_ECDHE_PSK_WITH_CHACHA20_POLY1305_SHA256
TLS_DHE_PSK_WITH_CHACHA20_POLY1305_SHA256

TLS_RSA_PSK_WITH_CHACHA20_POLY1305_SHA256
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5.2. HiRHY

AREHSSLaCHEXHEIR,

SHIRA iR

50 SR

750 SSL/TLS/DTLS KHE IR

751 SSL/TLS/DTLS #1%aL R iIRSHIR

752 SSL/TLS/DTLS Rk $521E HIIE KM
753 SSL/TLS/DTLS i at

754 SSL/TLS/DTLS kM

760 CERTS/KEYS FK#1$H1=

761 CERTS/KEYS 3 ( #&X/NEHIR)
762 CERTS/KEYS A5

763 CERTS/KEYS BFERZHIERHEH
764 CERTS/KEYS EAfHIR

765 CERTS/KEYS HEAHiEH/ZEFAEETANH
766 CERTS/KEYS iZEUHIR

767 CERTS/KEYS B $HIR

768 CERTS/KEYS it X

769 CERTS/KEY'S fngk &k
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